{{ .Case.Name }}

Incident response report

# Abstract

A show case report demonstrating the reporting capabilities of **dagobert**.

{{ .Now.Format “2006-01-02” }}

# Executive Summary

## Context

This is a report template. This show cases the capabilities to auto-generate reports.

## Analysis timeline

|  |  |
| --- | --- |
| **Date** | **Event** |
| << Date >> | Request received by the SOC |
| {{ .Now.Format “2006-01-02” }} | End of analysis and report |

# Assets

The table below summarizes the assets seen during the investigation.

|  |  |  |  |
| --- | --- | --- | --- |
| **Name** | **Type** | **Status** | **Notes** |
| {{tr range .Case.Assets }} | | | |
| {{ .Name }} | {{ .Type }} | {{ .Status }} | {{ .Notes }} |
| {{tr end }} | | | |

As shown in the table above, the following assets were found to be compromised:

{{p range .Case.Assets }}

{{p if eq .Status “Compromised” }}

* {{ .Name }}

{{p end }}

{{p end }}

# Timeline

|  |  |  |
| --- | --- | --- |
| **Date** | **Category** | **Event** |
| {{tr range .Case.Events }} | | |
| {{ .Time.Format “2006-01-02 15:04:05” }} | {{ .Type }} | {{ .Event}} |
| {{tr end }} | | |

# Received files

The following files have been received and analyzed during the investigation.

|  |  |  |
| --- | --- | --- |
| **File** | **Hash** | **Notes** |
| {{tr range .Case.Evidences }} | | |
| {{ .Name }} | {{ .Hash }} | {{ .Notes }} |
| {{tr end }} | | |

# Indicators of compromise

|  |  |  |
| --- | --- | --- |
| **Type** | **Value** | **Notes** |
| {{tr range .Case.Indicators }} | | |
| {{ .Type }} | {{ .Value }} | {{ .Notes }} |
| {{tr end }} | | |